
ANTI FRAUD-
ONLINE SHOPPING



Fake
Websites

One-Page
Sellers

Unknown
Sellers 

 SHOPPING  SCAM

No contact info?!
No return policy?!
No physical store?! 
Just a low-follower
Facebook page. 🚩

Only accept bank
transfers, refuse cash
on delivery, and block
you after payment.🚫

Scammers copy real
sites and emails to
steal your credit
card info. 



Shopping
Phone
Scams

Fake COD 
Packages

 SHOPPING  SCAM

Calls claiming payment errors
or order mistakes. Never share
your credit card details! 📵

Wrapped packages hiding
wrong items. Verify sender
and amount before paying.
📦



Smishing
 (SMS

Phishing)

 SHOPPING  SCAM

Unfamiliar texts with links?
Don’t click! 
Protect your banking info. 🔒

Fake Delivery 
Calls

Scammers posing as couriers
trick you into accepting fake
packages, then demand
payment. 🚛



Check for customer service
numbers, official websites, and
multiple contact methods. 🚨

What to do?

Use Reputable Platforms
Choose sites with a clear return
& refund policy to protect your
rights. 🛍

Scammers use super low prices
to lure victims. No shipment, no
refund! ❌

Verify the Seller

Avoid ‘Too Good to Be True’ Deals



What to do?
Beware of Fake Calls

Scammers pose as customer
service after purchases. Hang up
& verify via official channels. 📞 Fraud tactics keep evolving.

Follow news & warn family &
friends. 📰Check Seller History

Stay Updated on Scams

Read reviews carefully. A sudden
flood of positive reviews? Might
be fake! ⚠



What to do?

Call 165 Anti-Fraud Hotline

 Suspect a scam? Call for help
immediately! 📲

Unsure? Consult teachers, staff,
or the police before making a
payment. 💡

Ask Before You Pay



ANTI-FRAUD
Scammers scheme and tricks refine, stay alert and you’ll be fine.
Verify before you pay, don’t let fraudsters take your pay.
Unknown calls may be a trap, double-check before the tap.
Fraud awareness is the key, or your money may not be free!


